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2 Use-Case Realizations

2.1 Use-Case “Log In”

Interaction:

==entity==
admin:Account

4: gettccountDatal):String
2 storeSiddwoid

2 loginflogindata)void —== ] o Q
1: loginflogindatawoid —= D 9: displayfinfo, sidivoid == T createlusemame, sid)void Pl
zzgetors= =<houndary== =acontral== -Session

user Ul :Manager
6 compareDatad hoolean —+=

4 checkiorsidihoolean —=
3 admin=findAccountd Account—

Event flow: A user gives his username and password to the user interface. The system checks if the user has a
legal account, if the user is already logged in, and compares the login data with the account data. If the
compared data are equal, the system creates a session id (sid), and a new session. At least the user interface
displays the message “User is logged in”, and opens an appropriate interface.

If the compared data are not equal, the user interface displays an error message.

Special requirements: NONE

2.2 Use-Case “Log Out”

Interaction:

O

==gntity==
current:Account

A deISido:\roid‘?‘

20 logoutisidyvoid —= _

% 1: logoutivoid == D 6: display(infaywaid =I— 4 destroy(uvoid —= Q

==actor== __ ==houndany== —  ==control== ==entity==
user Ul :Manager Session

3 findSessiond: Session —=

Event flow: A user gives the logout order to the user interface. The system transfers the order, checks if the user
has a legal session, and destroys it. At least the user interface displays the message “User is logged out”,
and opens the appropriate interface.

Special requirements: NONE

2.3 Use-Case “Manage Account”

Event flow: This Use-Case checks the Permission and if the Account the Admin wants to change is in the needed
condition. After that it performs one of the following Use-Cases.
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2.4 Use-Case “Create User Sucessful”

Interaction
<<entity=> Q
other:Account
==@htify=:=
current:Sessio
7 create il - J!F‘al: getUsernamed:String
2 createllseriuserdata, sidivoi
1: createl)ser{userdata) void —= 8 display{info)void =<
==gctor== ==houndary== ==contral==
user i ‘Manager

B existsUserd boolean —&
3:findSession(: Session —=
A: checkPermissiondcbhoolean —&

Event flow: The user gives the data of the Worker whose account he wants to create to the interface. The system
checks that the user has the permission to create this account. The user has the permission and the account
does not already exist, the Worker account will be created. At least the user interface displays the message
“Worker XY has been created.”

Special requirements: NONE

2.5 Use-Case “Create User Failed”

Interaction
A Userwith similar D_ata already exists. Ill ==erity=>
Sothe generation is interrupted. current:session
e
~
e
-
‘\“—H\
S "?‘4: getllsernarmed: String
~ .
s
~
H\-.
2 createl)ser(userdata, sidyvoid —= -

1: createl)ser{userdata) void —= 7 display(error_infolwoid =
==zgctor== ==houndan== ==contral==
user Ut :Manager

f: existsUserd hoolean —
A: checkPermissionichoolean —
3:findSession(: Session —=

Event flow: The user gives the data of the Worker whose account he wants to create to the interface. The system
checks if the user has the permission to create this account. The user has no permission to create the Worker
account or the account does already exist, an appropriate message will be shown.

Special requirements: NONE
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2.6 Use-Case “Delete User”

Interaction:

<<entity=> <<entit§t>>

current:Session other:Account
6 destroy(moid
4: getUsernameO:StringV\ I? v
2 deletelser{userdata, sidivoid —=
1: deleteUser{userdata)void —= D 7: display(info, sid)vaid=I—
==gctor==

==houndar== ==control==

user
e Ul :Manager

3 findSession(: Session —T=
A: checkPermissiond:hoolean —=

Event flow: The user gives the name of the Worker he wants to delete to the user interface. The system checks
first if the user who wants to delete the Worker has permission to do so. If he has permission the system
checks if the account does exist, and if the account does exist it will be deleted. At least the user interface
displays the message “Worker XY has been deleted”.

If the user has no permission to delete the Worker or the Worker does not exist an appropriate message will
be shown.

Special requirements: NONE

2.7 Use-Case “Change Password”

Interaction:
<<entit5.'>> <<entity>>
other: nccuum Session
[[\‘4 getllsernamed:String
f: setPassword{userdata); v0|d"'“_*‘—“
1: thanoePass(userdata)void —= D
=<attors= ==houndary== 2 changePass(userdata, sidivoid —== «=control==
user u 7 display(infolvoid <4 :Manager

3 findSessiond: Session —=
4 checkPermissioni:hoolean —=

Event flow: The User gives the new password and the username of the Worker whose account he wants to change
to the interface. The system checks if the user who wants to change the password has the permission to do
so. If he has the permission the password will be changed. At least the user interface displays the message
“Worker XYs password has been changed”.

If the user has no permission to change the password an appropriate message will be shown.

Special requirements: NONE
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2.8 Use-Case “Change Workerrole”

Interaction:
<<entity=> <<entity=>
other:Account Session
2.6 setRolefuserdata)vaid
1}4: getllsernamelString
2. changeRolederdata, sid)void
1: changeRole{userdata)void 7 displaylinfolvoid =

=zgctore= ==houndarn== ==control=#
mser il :Manager

3 findSessiond: Session —=
A checkPermissiond:hoolean —=

Event flow: The user gives the name and the new workerroles of the Worker whose role he wants to change to
the interface. The system checks if the user who wants to change the password has the permission to do so.
If he has the permission, the role will be changed.

At least the interface displays the message “The userrole UR of Worker XY has been changed”
If the user has no permission to perform the request an appropriate message will be shown.

Special requirements: NONE



